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1
Decision/action requested

This contribution provides some justification for the CR in S3-182990.
2
References

[1] TS 33.501
3
Rationale

At the last meeting, SA3 agreed to sending the ngKSI and ABBA parameter in all Authentication Request as well as with EAP Success as this allowed an implementation option for the UE to calculate the partial security context as soon as the EAP method being used allows the derivation of EMSK. It was discussed that this option should be added to specification, but nothing was done in the various CRs on this issue. The draft CR in S3-182990 proposes to rectify this by adding a note about such an option. The note also observes that if such an option is taken, the derived security context should be deleted if for some reason the authentication subsequently fails. A second discussion took place on what should happen if there are different ngKSIs and ABBA parameters sent to the UE during an EAP authentication. It was agreed by SA3 that the last one should be used. On further analysis, this does not need to be reflected in the specification as the text already has the partial contexts being calculated at the UE on receipt of the EAP Success. 

A further simplification of the UE implementation can be achieved by restricting the network to always use the same value of ngKSI and ABBA parameter for an EAP authentication run. There is no reason for the network to change values part the way through an authentication and simplifies the UE as it does not need to check the used ngKSI and ABBA parameter against the last received one if the UE chooses to use the option of calculating the partial security context before the EAP Success. 

A companion contribution, S3-182990, proposes such changes in a draft CR.  

4
Detailed proposal

It is proposed to agree with the solution presented in S3-182990.
